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**Experiment 4: Hill Cipher**

**Aim:** Write a program to implement Hill Cipher.

**Learning Outcomes:**

After completion of this experiment, student should be able to

1. Describe working of Hill Cipher.
2. Understand application of Hill Cipher along with its advantage and limitations.

**Theory:**

Hill cipher is a polygraphic substitution cipher based on linear algebra. Each letter is represented by a number modulo 26. To encrypt a message, each block of n letters (considered as an n-component vector) is multiplied by an invertible n × n matrix, against modulus 26. To decrypt the message, each block is multiplied by the inverse of the matrix used for encryption. The matrix used for encryption is the cipher key, and it should be chosen randomly from the set of invertible n × n matrices (modulo 26).

**Alphabet Codings**

|  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| A | B | C | D | E | F | G | H | I | J | K | L | M |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 10 | 11 | 12 |

|  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| N | O | P | Q | R | S | T | U | V | W | X | Y | Z |
| 13 | 14 | 15 | 16 | 17 | 18 | 19 | 20 | 21 | 22 | 23 | 24 | 25 |

**Inverses in** *Z*26

|  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- |
| *a* | 1 | 3 | 5 | 7 | 11 | 17 | 25 |
| *a−*1 | 1 | 9 | 21 | 15 | 19 | 23 | 25 |

**Example:**

Plaintext = HELP

K =

**Encryption**

C = K \* P mod 26

We can take only 2 x 2 matrix so we take first two letters “HE” first

= mod 26

= mod 26

= mod 26

= = HI

Now we take next two letters “LP”

= mod 26

= mod 26

= mod 26

= = AT

So for Plaintext **HELP** the Ciphertext is **HIAT**

**Decryption**

P = K-1 \* C mod 26

To find K-1 we need to use the formula

K-1 =1 / |K| \* adj K mod 26

K =

|K| = [3\*5-3\*2] = [15 - 6] = 9

Need to find adjoint K

K =

=

=

= \\ Convert negative to positive by adding 26. E.g. -3 +26= 23, -2+26 = 24

= 1/9 \* mod26

=3\* mod26

= mod26

K-1 =

P = mod26

= mod26

= mod26

= = HE

Next two letters

= mod26

= mod26

= mod26

= = LP

So for Ciphertext is **HIAT**,thePlaintext is **HELP**

**Code: *type or copy your completed working code here (only 2 x 2 matrix to be taken)***

**import** numpy **as** np

In [8]:

*# Function to convert a letter to its corresponding number*

**def** letter\_to\_number(letter):

**return** ord(letter) **-** ord('A')

*# Function to convert a number to its corresponding letter*

**def** number\_to\_letter(number):

**return** chr(number **+** ord('A'))

In [9]:

*# Function to find the modular inverse of a number modulo 26*

**def** mod\_inverse(a, m):

**for** x **in** range(1, m):

**if** (a **\*** x) **%** m **==** 1:

**return** x

**return** **-**1

*# Function to find the inverse of a 2x2 matrix modulo 26*

**def** matrix\_inverse\_2x2(matrix):

det **=** int(np**.**round(np**.**linalg**.**det(matrix))) **%** 26

det\_inv **=** mod\_inverse(det, 26)

**if** det\_inv **==** **-**1:

**raise** ValueError("Matrix is not invertible")

adjugate\_matrix **=** np**.**array([[matrix[1, 1], **-**matrix[0, 1]],

[**-**matrix[1, 0], matrix[0, 0]]]) **%** 26

inverse\_matrix **=** (det\_inv **\*** adjugate\_matrix) **%** 26

**return** inverse\_matrix

*# Function to check if the key matrix is invertible*

**def** is\_invertible(matrix):

**try**:

matrix\_inverse\_2x2(matrix)

**return** **True**

**except** ValueError:

**return** **False**

In [10]:

*# Function to encrypt a block using the Hill cipher*

**def** hill\_encrypt\_block(block, key\_matrix):

block\_vector **=** np**.**array([letter\_to\_number(char) **for** char **in** block])

encrypted\_vector **=** np**.**dot(key\_matrix, block\_vector) **%** 26

**return** ''**.**join(number\_to\_letter(num) **for** num **in** encrypted\_vector)

*# Function to decrypt a block using the Hill cipher*

**def** hill\_decrypt\_block(block, key\_matrix):

inverse\_key\_matrix **=** matrix\_inverse\_2x2(key\_matrix)

block\_vector **=** np**.**array([letter\_to\_number(char) **for** char **in** block])

decrypted\_vector **=** np**.**dot(inverse\_key\_matrix, block\_vector) **%** 26

**return** ''**.**join(number\_to\_letter(num) **for** num **in** decrypted\_vector)

In [11]:

*# Function to process text in blocks of 2*

**def** process\_text(text, key\_matrix, is\_encrypt**=True**):

result **=** ""

*# Pad the text if its length is not even*

**if** len(text) **%** 2 **!=** 0:

text **+=** 'X'

**for** i **in** range(0, len(text), 2):

block **=** text[i:i**+**2]

**if** is\_encrypt:

result **+=** hill\_encrypt\_block(block, key\_matrix)

**else**:

result **+=** hill\_decrypt\_block(block, key\_matrix)

**return** result

In [12]:

*# Function to check if the key matrix is invertible*

**def** is\_invertible(matrix):

**try**:

matrix\_inverse\_2x2(matrix)

**return** **True**

**except** ValueError:

**return** **False**

*# Taking user input for plaintext*

plaintext **=** input("Enter the plaintext (in uppercase, without spaces): ")**.**replace(" ", "")**.**upper()

*# Taking user input for the key matrix*

key\_matrix **=** np**.**zeros((2, 2), dtype**=**int)

**while** **True**:

print("Enter the key matrix (2x2) values:")

**for** i **in** range(2):

**for** j **in** range(2):

key\_matrix[i, j] **=** int(input(f"Enter value for element [{i}][{j}]: "))

**if** is\_invertible(key\_matrix):

**break**

**else**:

print("The key matrix is not invertible. Please enter a different key matrix.")

*# Encrypting the plaintext*

ciphertext **=** process\_text(plaintext, key\_matrix, is\_encrypt**=True**)

print("Ciphertext:", ciphertext)

*# Decrypting the ciphertext*

decrypted\_text **=** process\_text(ciphertext, key\_matrix, is\_encrypt**=False**)

print("Decrypted text:", decrypted\_text)

*Note: Code should have proper comments*

Output:

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAb0AAACUCAYAAAAH+vcOAAAAAXNSR0IArs4c6QAAAARnQU1BAACxjwv8YQUAAAAJcEhZcwAADsMAAA7DAcdvqGQAABtDSURBVHhe7Z3NbtRI18fP+97Ds4xGQCtIIfeQRAjyiEUELHIBYZjZDWiikaK+gFYkFAnNDgK5gCxIlAUa0KB030OIBGqiyeRC8tSpj3ZVtT/Kn+2O/z/JEHe37apy2afOKfv8/+9aQDm5vLyk//znP3oNAAAAmA/+X/8PAAAA3HgKe3oAAADAvFHI6AEAAADzCMKbAAAAOgOMHgAAgM4AowcAAKAzwOgBAADoDDB6AAAAOgOMHgAAgM4AowcAAKAzdMroDbdv08O3V3qtCa7o3X9v0+3bvDykd3nf6b98Rw/Fts2WuT7i21+30X/fib9A2+FzePv2Sxrq9UxkH87xe2DB10aB+wZIJczofXmpb9zR8vKL/i4L3rbRG5q6iQaXr1YW6Oe/Luji4oA29CdNcPX2Id3ervo2M6SXRQy3hsu09bVP739Z0J+AG0Xj13ld/bxNiPvHm006XKtu0DDdZu79Ug1q7CU6dlp7T23X4kFsuKe32KfRBd/A1fL6vv4c1MdPP9Nn0daf591QiNH+s90lOvjrZ3EZ++iBQex3oG2s7vH1/5pW9TqoGXEPeL9zTlsNGvfezmhyn89zrqPtRtSnAa20dEBSOrzJFv7lWxWGcy08ewZi/fkJ0XfRAOZ7qyHkyMF87oRAtFv/JW6/yaj9rdDgO9HJc7Nf3zv5pMoVs09ntBI4UuFjPnw7VCG62OMl49bfDf3ZZfG91sQ21+HQld0x0dFW7H6T2lx9bpVd74uPrcqyRSc0psHa9LZZDP8cEO1sT188dgTBu0BUu76LzlXo8fxwmr3Of4u2GlptELUN91fxu8Qy6f48tZ2AtxG/TTxnui2nt3X3OVVHuyxicY7p7bN0ZEPXwcUKr9nHc66N7OucGVttHt429rVkrett0vp5Gs517vf5xP7hbzfd5u739rlM6TuyjZO2Uyz80qeNo4HVFga9beC9qjkWaP1pj+jruGXl0nDuzUz+fnF969YtZ3nxt/rq9Hdef3C9/w+v/Xu9vx59J+Ft1/fFNx78+e+nekXgrKv9RNvF7DeR5N+mlfXfNw+uH7yJSumvJ8G/s9tDrtv1kpxev5gcNwn+zQvxr018XbLaPL4MgtQ219vJNo87bkgd4uB9pW8XV16/XbnOIefj+p/96wd2O9rr8m/RduZYzm+5fnafs+vr18Fb53a0yirXzX70Mf1zGAfXOapjWrv5fSWu7+SEy6nLzG2tyhuzX7tuNkmf+20+1TZ2HdU5iI7tf+e2R2I/T8Oq5xR+WeV6Qrt6+5HXZOx+A/pOQB3i+z/vK+m48Zjryl/s68z9Lqp/Wnu75VPlCrpeZ0Al4c3eznv6+Sf+a4F694jOf2Tb9+FHMTK0RmlypOiNDDb+MCEvFQKrIqQaX9Yr+vRhTOPdlUl5eBQ5/vaDf5jNk4NJ2RbWN6kXOsJxRvLsSZ3TeGo0F08dbb7wy2c6uMej9RU6fDqqKIT9g86+L1FPljUnVrveudsLPx+pbNDBnvY5f1qnzUW7zXvUf2P63Co9fjKmM+FM0OUnOvxue7kcTdDfGcT1sW3a6/7rSbj26tMhja16uLijfLfP8XlVx5zyYL4ci75yQlvmPObsO7H81KOl72fibF3R+O4G0Ufhb1yO6Xxxme7onxTHavPeMvXkcQTjM9E2fd2PGW7zsL5cGFlP7uO2F2mT3D+cKMnagMamHsI3Oz6y+45FVt/h9pDX5LSHZ8P9f5qCUwOiP0bhyxH1F/XnmqLhzej+qe4fbZ2WmenTmxv7pmH1MtN5HdFpT73ymM5fC0N6KYxO1AbNPOwS0ua9xaoMzA3CG/TxUnZQcPX2GQ0o2u9ox72xqfmzC3pPz9TNxA4ZOjcuXj5bxqMId2iZb37iJn1G2/SYjmnIRuleb4bXZB2s0mvZXu+JflWGKCg0fMnz0hTdI0774o4RSFrf0fP2FxeixaXBSDLG7cc2lm1+DqF+o2eP7Cx45HLyPH10U4xwzydCj6p/LR8bl/NXT9ezbxQ8ihaXzbK+cq7eDsRovRoW7izFxtOz2pxHslt0QJ//ek/9r1vezYBvip53EwRvV9ILyY05nvCkfhUjcvlZDF/2hNHZpPU4YyFucoOjDXrMNyftHTwLnDOykZ5/7HyM8IG/iZJNjMqQ9niOKgb2wOVN1pxT7R2k3qx1FCF0nktdA+d0/OcZLa8viL4i/v4oDnU30M9LuM5TkfWw2ka2eY82xfEVUX8bbrM365LUz8NQXhIPNBLvFXb/4AEARRELvs6js6WiAoM/Y66s4L6jjPGBiS54cF9ZuuPfVdo6p9duwo2ePUkdOjpixEim/8QKxejRqgyl2Z+LJfwCTWf1tz7RxNUOGzmt7uknjqzyBNfRChlKozEZ5ZgJbPshEF0e2S5R2GPl26YVZjBhL/ehnODy3N926mLaNa3N2eCt8BOW0rvlR6X7dC6OG50T8dkfG9YDQqEDFjWgOPw0fW5NuMh5IGHqYYqcOO26Qmd/+B60Vf/n5D1RGp2P22uHtHlqQjvihiSMTtSneAmsP4/k95es8FbUptxPVWiLPx/Q8o5dUvfhB1keEz6T+7TPhVj8Gx8bFPFfPo99TCdHYlNxY2djfX50Et1oTSjefmDFPmbCdZ6K3zZrA1raNx7rKm0Lg2TqOLh7MBWGS+rnqXgPB6182PReo0noH3ysxei7wd2+06/k/UMMFKN9m/6R3neckKlY+P4xHUFQ4VMzQK4be5pnqp9b9zpegu9JLQIisiWRxuJbv+ZQ6JzDT8WtnVF/1o+6p5aDjYwwPKdlw4RtgQdO7Z5baR1t6aceuMdUy0zn9EBHECN6+a4RwjCNoLwHGLwbgTDE8h1XGLzKgNEDjWCeDN2bw3DIvCHnAFv+MAEIgeek7TA7qAKENwEAAHQGeHoAAAA6A4weAACAzgCjBwAAoDN0yuhxQtigd3nywO/9dOWpRP2OUy3v5jTVjnycsu8C5oEfgzfvNeHpVQBmTpjR817ozHXja9woqBe75/GlyUZo/HwEwIbh+flU7kIna30eQ+X0V+/l2vuv6YC2qh/8JMEvYHNqpv0mkswBALII9/Sgpwc4kXLl554fy7YzcWiE4eLsFKq/HdBGVtqtCZzTlOhA91OZgcYzmKt7B7S0+2xucxwCAIpTOrzJo/Eu6+m5mNRRVl3s8JZYzI1bltU5hvJQMz0Q3p/Y7p0sq9VGZl/e8aJjZJ2PtDZXZVP79NpTe1WRQVLHCfakZH5DS6HAwAZ28kKunX1fl8VqO3XeTZtzDsPovabVR8LDmsrPyCmuKD5XYgzT50r1lUkdE9s8Hblf/3qwDXRC35E43mxMe0+dFwCAhN/Ty4Q1nxyNJV9/yehDKR0lRzssTX/L1mZy1n2dqJj9JpL827Syulpm0+uJTOpna4EZfD0ye93TB0vT7rLRml9cNlUfsU3KtvyboPOh2yO9zac1zSS8T318V1crm7B29o+ryia3y2i3xPKEtrfEP35CO2im2pyJaXdfn8xd52PY5bPXuf7Jx5fIcxJTDgA6TiXhzc7r6UnPifM2emVM1T1T3oZJxMy6a7Hq4rFsUF9n2+hNbWO8TbVsHeVTnCjU5sIrG3GaMT6ek3A7m/js8Tbs2W3R+eS8MVw2DlGK8+UkhnZhz2nra99LKKzh7Pf6z2zccyXPq6MDV67NY0ntO1oVZC3Fo64lFA3A/DPTpzdvjJ4eDwhktnjvoQkmRfeMM9nT7p7Yho0uWZIqxZESLNYxD57oLxqAdfiKS73EwQYvLYdkTxwzXoqFDR5n0B9V1KfkufrwSdaNB2wbj6K+UVubp/SdVK09AEAi9Ru9rujpGW/Hns/J0j3TcizH23s0uGd7DkW5ovFXcVijgXbJ+mTqzwlFdM+y+PJSSbT8pfJr5tGd434Qf67Ye0oyeMr7o/3P9FlKILn9iOfbMg1eXlVwPlf3DunT5ZCOhfcYzUEGtHkaZpAgtntm6+ll9R3NlNaeAXN6AMQSbvSgp5eJSaq8YmnmZeme8YMWJ0eu51AcpXk3CdOundGmp8addD7SMeG7GF1AvrlarxuoJyPF8QM9DxYCHWsPysaI6k5reynvb3BP646J+kgFB1MeY3Qy+iuHk/Oqgq8+Ym9eGNtJCJjJaHPzwEmMDt3CL33aMJ+xpI39WkNq33HDqY7WHgAgFSScnjXSaPAj9l3NpK6M2NkfTc4/sdG4Sdp5AIBQZjqnB8QN/9VJzMMoXUJ4SjJEGeaRVwHPwbkPxgAAugI8vRnB8078lJ98WAECkcrj/fi4/rZo6jgAgFYCowcAAKAzILwJAACgM8DoAQAA6AwwegAAADoDjJ7BvE/FS8PZLZxE1zPLrMGvDphyNPckZT3Y77HlqIuT4NlPnGC3T753OO3zW9W7qACAYoQZPdsg6CX4oudtA7POzxSdq3Dkv8xdN6J9OD/kJK/pzJ4qVLk2pYyP/mTmlOo7Jq2c9y6eY9g8g8gvhPM54Awn+iMfkzrPf6cwbeBiUoZVlxLONcDzP0gBoDnCPT3o6dXC1Y9zopyZQUBRhAcoE1Trfny6SYdx+VJzIhNbT7T/hHGrXaTWDFDUMsohkwRA1ykd3uQRbqv09LzfcfkmNyBnlB+2T0bu1y93UD2SMduwmkOkNmGN2L2yOjdR9oDE8W3vItTzLlJWiVceczze30Nx/uW5Fu051PuPyuumzLLrUabvFEGmNrPUEWQqMjqh4xyhymmGtLdL1P/NeOhDOj6i2NRq8WivLbAvxsFKFZPcnwCAVMKNXkouw5NdM3pW+Sv35Hcs5ik+43yCtpdownfixr3yrT8ZrV7sk6dwPabBK6L38nt7v8moXIacFFh/IG9AvUi9wISv9MJ5MrP2mUlmPeKRiYLF72U4dZJNX4fi2MDYHsmFymfpGDZhKI8fmWNu0MmrgJtmwbJKI8S5Ic12ojxkJXkei/O/fHog80huif1znZQsE9/QleSS2m5Emx9cxfJCfacgtnFgg8ttwSHHUjJAnLialqhnzhunN9vvV5/U28cahCTKJwEApqgkvNkePb3mdc9C6pGb8RmNnXLbyuEacT4mmf55PjJAQqdwWVO13QSTsvYsj0dw+YkOv5sE1bywqr0rBVSk75Tjh/SsBndH1c6fsvctBwZi4JJrWliHKvNKIFkDuNHTQ1op4SkC0CVKhzfLUIee3ix0z9qlC5hO4bKmaLul4g2WeJnVfDDLGI13t2RyayVXpGSB0kVsM5BitGJA8GpZ1FMnDedBSx7ZopKoCEfNniUAN4T6jV7TenpiBNyk7lkt9ZBaagNnfm9gh2kLUrisgdpuU7BB+J5PX8+hYu0/HhD1aIMemz7xZU94ntZ6IZQX3nu6rgcPVyqJ+GQ9i/JzenKuskEjC8A8U8mcXipshJrW0yugexb7YMmkrMm6Z7XUg0NXUold73NtQEv75WVw0stqQr8xmnmyPOm6gPGs0utTW9uQlxxGN6HvFEbWg6L9VSTpxFqMmx9MHdOU3ivCms/jRc7Ttji6AECbQMJpcANhA15CL4+Nipyfsw0ie2TldP/44RmeS6zVIAIAUpnpnB4AAADQJDB64IbihWhDMGHDtYHYOh4T4s0zv2nep5T6iQCAmYLwJgAAgM4ATw8AAEBngNEDAADQGWD0AAAAdAYYPQAAAJ0BRs/AuRP1y76lX4LOia2W0PSxI3RmEFmOeddns3OsFnh6Uy7+S/R2+xR7epOXqhIwAACKEWb0bIOgl+CLnredh2S4EJGFiCxnbOFzUEBEdiLZFFNeiMgC0B7CPb0UlQVQHIjINglLJFUvImtkipobMEFEFoCilA5v8gUPEdmkeiRjtoGIbLG+U4R6RGS1J1fYQ9deW2BfjAMisgCEE270UhJOQ0QWIrKdFZGdFdYgBCKyAIRTSXgTIrIQkVVl7bCIbGEgIgtAk5QOb5YBIrLNAxHZikVkWwBEZAEIp36jBxHZ/EBEVjEXIrJlKT+nBxFZAMKpZE4vFTZCEJHNB4euICKb2HcKI+tRvYis03dMPylb1jSs+Tx5XJ6nbXF0AYA2AZUFcANhAw4RWQDANDOd0wMAAACaBEYP3FAgIgsAmAbhTQAAAJ0Bnh4AAIDOAKMHAACgM8DoAQAA6AwwegZO4qzfe6r1HasY7MTRTR87Qr8kLcsx71I1drq5Ag+yyMV/n9Bun2IPsvBS1buoAIBihBk92yDoJfii523nIS8g9PS6oadnGcSpPswvr/M5KKCnlzZwqV5PT+BckzVkNgLghhLu6aUknAbFgZ5eg0hPjl9ar9awc0aWLbJyuoq1ej06YbhlNhljTE8C1TIAAKXDmzzChZ5eUj2SMdtAT69Y3ymE9OTKp3NzGdLeLlnqEixnRTTWSc+zKZJ7k6WXomwxq4+ECS+r7AFARwg3eim5N6GnBz29edDTq4XLMZ3TEvXMeWNPcr9faaLsLFhNpPd0HdECAAKoJLwJPT3o6amyzoOeXk2w9y0HBmLgkmtauKCenoY9bYjIAhBO6fBmGaCn1zxd1tOrBZZP4gHBq2VRTx1y5EFLA1I/bPBWPmzSqMX9DYC2Ub/Rg55efqCnp6hYT68elBcehRev6N2rPOHGInN6PIC7DYMHQAEqmdNLhY1QjCYa9PRS4LlH6Okl9p3i2HU0yaPLv5O4usdzlaaOK3T4tGb5IDNgK3pNAtBhkHAa3EDYuEFPDwAwzUzn9AAAAIAmgdEDNxTo6QEApkF4EwAAQGeApwcAAKAzwOgBAADoDDB6AAAAOgOMnoHTSOn3ncq/D5YPO3F008eO0C9Jy3KUf3dtttjp5go8yCIX/31Cu32KPcjCS1XvogIAihFm9GyDoJfgi563zZltYiZATw96evwSPp+DAnp6E/WKmPJWr6dnG3W9zGywBMB8Ee7ppSScBsWBnl6DSE+uej09mRJMq0s0hzHqemmjAgUALaR0eJMveOjpJdUjGbMN9PSK9Z1CSE+ufDo3H+nJFTY6xXJvAgCKEW70UvL8QU8Penqd1dObGbZk07zPwQLQHJWEN6GnBz09VdYO6+kVpoienh4U6GUk+vxgLYfXDkCHKR3eLAP09JoHeno3D+7zDT9+BcDcUr/Rg55efqCnp5gLPb2ylJ/TG/45oPGTx8L/AwBkUcmcXioJmmjQ00uB5x6hp5fYd4pj17E6PT2n75h+UrqsaXhhehJeOOY7AQgCCafBDYSNAvT0AADTzHRODwAAAGgSGD1wQ4GeHgBgGoQ3AQAAdAZ4egAAADoDjB4AAIDOAKMHAACgM1Rk9PK/YCvfbar1XSYAAADAJdzocWZ//TKsXFprsJQBzp09JAuuf5WZ8GP2FylCuC8fq8V/qVv/xt6HefrQX6osNwAAzDFBRk96Zc/PU/S7iiTNBcmYhMKs+2Z00+wXpQVfjul854D6ZKlKcOYUfX44r2hvZ6TOFc4LAABIAozeFX36MKaNpDRYtgfoeX9Ka22oQp/yN/47U2PrO8+T8bwW23OTOmxfbG9IbavSQXEm/+h9Kv+Y5p0puUw8IL0vq/zyd/J7/V2qtlv5/Il5GX48p831VVp/aqlKAAAASCXA6P2gs+89Wk5K486yNsKbSFKNHu9uydRN6jdEgz8tY3E0mHzHOSEHdh7IFP025uT5MT3W35ttlUbdiPqLtppAZKzZKHIaKPW5KM/TQ50MmT0r4VWZpMrCkG997dNIekg1art5+UzDX17mZNqbtC7qZatKAAAASCfb6F2O6Vz/WYgnB5NchVICxdZvs75jBQAlPCrI0m8T9Ha2J+E+Vq7OzmeoPNZJwmmxcILgyTHZuJ326Zw9xOdEB7lCggXDu57sTqjU0dXbAZ3c66lj/bROm3aIEwAAQCLZRo/lYcgV/myEovptqZj5MWvxPbbFnviVa2DbhTLekRisEmZFiBMAALIJCG+yGnk1mnGs+0VP17O9oaL6bZIkBW7+fEyDX5Pm3Tikekibbz4rWR//d6nabg3O6Uk18g06sA03y/cgxAkAAJkEGD1hLn75TKOdc0eHzTzIoR4eidehk0w8EqX7FSSrUli/TbH6m63hFj3Isro3oj7F6QLywypbdL7zXnmT91/TwT3+nWXoK9d2S0M/PONo2+mHdT4dTguGarHWvapf0wAAgBtGrQmn2SCufOtD4BIAAEArCPL0AAAAgJsAjB4AAIDOAD09AAAAnQGeHgAAgM4AowcAAKAzwOgBAADoDDB6AAAAOgOMXgKRth0AAICbQoDRM9lBoqXdxqAmEdk0qhaYlVRdj5j9Sfkmk3VGp1Kzz7VVp+RBwLz1DwBAlwn09OxEzQe0tLuCG9sNJZJkEkuwaoTVPzgPqOgfjQ46AAAgkALhzVV6vb9BYyvBcbwwq8YTg50YS/5c/Haoc3fa38n9ObktlTcR5ckU3kmMeG1xEVmF/V2Ytp32ctIEZpPEcHX5I+Og9sVtEFKPybFrzQFaAJY6WoxL+A0AAC2AX05P5/T6xa0H1/v/6FXmn/3rB7deiG+ur/998+D6wZt/1ecCZ13+7tb1i7/VqoP+zv2t2qfzN/P3i+tb6/vX6pdcnlveul2+f6/31+OPmVbW09/FPn+fHFGu279NxSmfDZfNqoe/ztvp9enjJddDodvBKnM6an+3eBtnMeWJ+d6qU3J7eO0vz53XXwAAoCWUfJAlXZhVKQJEQrHTbFDfqC6wssLFa6UeoBUNjrUXNPx4Qht/2KG2HvXfmPVVevwkRO8vraxDOj4S+/yt4sTYWWK4919P1CuCFSgmaEX3nMm8nfDlaV+0pEux8KZRghALyzOdVqF9CAAA1VPM6I3PaLy4THfkSoAwawFWH23QySsOP7JB2qDHiYYzD/WUNZUAMdzeojA9tqL83GG3KwweAKC95Dd6PEf13Hhe6cKsC+ub1DsaeHNRgdzfpj4d0t72gM53tl39OBtRnoFjFIuIyN6h5cVIfZzn1MLm9DRJArNZYrhfXtLKh016/9dnqd/3zHk4KKkehpbO6QEAQIsJNHp++OpiErJMFmYVSDHYpWhbsYQ/9blA60+JToTx2Vz3g2x+eXRYVJNfRHaBfn4TbcMagKMdP/CXQpLArKx/ghguP8jy/HwSpl3dU0/F2kYsqR51kibca4eGmyoPAABUSatVFqQIrfCERs7cEns4A1rGvBEAAICclHyQpU6GtLc79h5gAQAAAIrTQqNnMoNs0fnOKOXJTwAAACAfEJEFAADQGVoc3gQAAACqBUYPAABAZ4DRAwAA0Blg9AAAAHQGGD0AAACdAUYPAABAZ4DRAwAA0Blg9AAAAHQGGD0AAACdAUYPAABARyD6H2yXK6jLSFnjAAAAAElFTkSuQmCC)

**Questions:**

1. List advantages and limitations of Hill Cipher.

**Advantages of Hill Cipher:**

-Strong Security Through Linear Algebra:

Hill cipher uses matrix multiplication which makes it more secure compared to simple substitution ciphers. It provides diffusion, spreading the influence of each plaintext letter over several ciphertext letters.

-Resistance to Frequency Analysis:

Since the Hill cipher uses multiple letters in its algorithm, it is less susceptible to frequency analysis, a common attack method on classical ciphers.

-Mathematical Elegance:

The use of linear algebra provides a mathematically elegant approach to encryption and decryption, leveraging matrix operations and modular arithmetic.

-Efficiency:

With proper implementation, the Hill cipher can be efficient in both software and hardware, making it suitable for environments where computational resources are limited.

**Limitations of Hill Cipher:**

Key Management:

The key in Hill cipher is a matrix, which can be difficult to manage and distribute securely. The key must be invertible, adding an additional constraint.

Vulnerability to Known Plaintext Attacks:

If an attacker has access to a sufficient amount of plaintext and corresponding ciphertext, they can potentially reconstruct the key matrix using linear algebra techniques.

Fixed Block Size:

The Hill cipher operates on fixed-size blocks of text, which can make it less flexible compared to stream ciphers or ciphers that can handle variable-length data.

Complexity in Key Generation:

Generating a suitable key matrix that is invertible modulo 26 can be complex and requires additional computational steps.

1. Describe in which applications this cipher could be used.

Applications of Hill Cipher:

Educational Use:

The Hill cipher is often used in educational contexts to teach the principles of linear algebra and cryptography. It provides a clear example of how mathematical concepts can be applied to encryption.

Historical Context:

While not commonly used in modern cryptographic applications, the Hill cipher is an important part of the history of cryptography and can be studied to understand the evolution of encryption techniques.

Simple Encryption Needs:

For applications that do not require high levels of security but need a basic encryption method, the Hill cipher can be used. Examples include simple file encryption or obfuscation tasks.

Cryptanalysis Practice:

The Hill cipher can be used to practice cryptanalysis techniques, providing a stepping stone to understanding more complex encryption methods.

1. Read the paper given to you and summarize how is it better than Hill Cipher

The paper proposes a hybrid affine cipher and eigenvector-based encryption method which improves upon the traditional Hill cipher by offering:

**Enhanced Security:** Multiple encryption matrices can be chosen due to the infinite choices of eigenvectors, making it harder for attackers to break the encryption.

**Optimized Process:** Efficient encryption and decryption processes using matrix constructed from the eigenvectors of matrix

**Flexibility and Robustness:** Flexibility in selecting different eigenvectors for the same eigenvalue provides robustness against attacks.

**Computational Efficiency:** Potentially more efficient than the Hill cipher, especially for matrices with special structures.

This method increases security, optimizes the encryption-decryption process, and provides flexibility, making it more suitable for modern applications than the Hill cipher.

**Conclusion:** *Have hence successfully understood and implemented Hill Cipher and executed in code and answered question.*